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Abbreviations, Definitions, and Conventions 
List of abbreviations/definitions, conventions used in whitepaper 

 

PSPS – Public Safety Power Shutoff 

RAMP - Risk Assessment and Modeling Phase 

WMP – Wildfire Mitigation Plan  

SMAP - Safety Modeling Assessment Proceeding 

CMIN – Customer Minutes Interrupted  

EF – Effective Fatalities 

CoRE – Consequence of Risk Event 

LoRE – Likelihood of Risk Event 

MAVF - Multi-Attribute Value Function 

Dx – Distribution 

Tx – Transmission  
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• 12-year lookback used for planning applications of 2024 and 
beyond 
 

Enterprise PSPS MAVF Consequence Risk 
Score 

The 4-year lookback is the same dataset as the 12-year lookback with 

the exception it only includes data from 2018-2021.  The 4-year 

lookback was applied to the Enterprise PSPS System model to calculate 

the overall Corporate PSPS Risk.  The Enterprise System Level Model is 

used to report corporate risk through our GRC Filing. 

Customer Classification and Weighting  

Weighting assessment by customer classifications to adjust risk and 
prioritization for critical customers based on the Subject Matter Expert 
feedback.  Data set includes customer classifications from customer 
care & billing (CC&B), aggregated to at the circuit level.  

Risk Scenario:  Potentially Impacted 
Customers 

Additional 641K customers who were not identified in the lookback, 
however, have potential PSPS exposure given their relationship with 
the HFRA and configuration of the system.  These additional customers 
are included in the overall distribution of enterprise risk. 
 

 

Figure 1a  Model Inputs and Outputs 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 1b PSPS Risk Model Schematic 
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1.4 Foundry and PSPS Historical Lookback 
In 2022, the PSPS Consequence model transitioned from an Excel based tool to Palantir Foundry, a big data 

analytics tool to accommodate a more granular risk analysis at the customer level.  The 2021 version of the PSPS 

Consequence model evaluated risk at the circuit level for each forecasted PSPS event (~20,000 circuit-events).  The 

2022 version of the PSPS Consequence model evaluated risk impacts at the customer level for over 2.1M 

customer-events and numerous attributes tying the event to customers, event types, and system.  New in 2023, an 

additional 641K customers who have exposure to PSPS risk, but not identified in the lookback were also included. 

In order to leverage this detail more processing power was required to build-out, evaluate and catalogue results.   

The foundation of the analysis is built on the PSPS Lookback Dataset and the incremental customers identified to 

have PSPS Exposure (Event 641 PSPS Potentially Impacted Customers).  These foundational datasets combine 

Meteorology weather polygons and historical weather data to identify locations most likely impacted by a PSPS 

based on 2021 Protocol at the customer level.  This “historical lookback” evaluates actual weather events and 

models the associated PSPS events that would have occurred, including both transmission and distribution system 

impacts.  This analysis identifies approximately 36 weather events for 2.7M customer-events between 2010-2021, 

that would have triggered a PSPS event under the 2021 PSPS decision-making process.   

Figure 2, summarizes the 36 weather events that were forecasted based on 2021 PSPS Protocol.   

Figure 2 is an aggregation of SPID level customer minutes to the event-level and Figure 3 provides a snapshot of 

the Foundry dataset.  Figure 1 

 

Figure 2:  12-Year Lookback Event Roll-Up 
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Figure 3: Snapshot of 12-year lookback rolled up to isolation device at the event level 

 

The PSPS Lookback Dataset includes event information, system details, and customer information that includes: 

• Event name, event type (Dx-only, Tx-only, Dx/Tx), duration, and time-places 

• Associated substation, circuit, transformer, protection-layer information 

• Customer account, type, classification, location, and meter information 

This dataset enables the PSPS Consequence tool to: 

• Quantify customer level risk and understand who is being impacted (i.e. critical customer type) 

• Understand where highest risk locations are and impacted systems 

• Type of event to understand risk reduction impact for different mitigation strategies  

2 Methodology: Circuit Level Risk Calculations 
This section aims to provide a comprehensive guide to the quantitative analysis involved in estimating the 1) 

Potential PSPS Risk at the System Level; 2) PSPS Consequence at the customer level; 3) Customer Weightings and 

risk adjustments. 

2.1 Potential PSPS Enterprise Risk  
The PG&E Enterprise PSPS Risk Model (System Level Risk Model) utilizes the Multi-Attribute Value Function (MAVF) 

framework, as defined through the Safety Modeling Assessment Proceeding (SMAP). The tool’s calculations for risk 

use an industry-wide standard MAVF, with a non-linear scaling of consequences reflecting PG&Es focus on low-

frequency/high-consequence risk events without neglecting high-probability/low-consequence risk events. The 

MAVF is a unitless number that captures the safety, reliability, and financial impact of identified potential risk 

events. Once the consequence values (safety, reliability, financial) are estimated, they are converted into MAVF 
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risk scores as defined through our RAMP and GRC2 filings.  Figure 4 and Figure 5 provide a high-level overview of 

the MAVF risk attributes and non-linear scaling approach. 

Figure 4:  MAVF Framework Risk Attributes 

 

Figure 5:  MAVF Non-Linear Scaling 

 

 

PG&E Enterprise System Model 

The potential PSPS Annual risk is calculated using the Enterprise PSPS System Model.  The enterprise system model 

applies the MAVF framework and is used to establish and report corporate risk in our GRC and WMP filings. This 

model incorporated the 4-year lookback (2018-2021 forecasted events) to establish the annualized PSPS risk.  It 

should be noted that this overall risk score was used in substitute of the 12-year overall lookback because it is 

considered more representative of risk moving forward given existing climate and vegetation scenarios.   

Table 2 summarizes the MAVF risk for each of the attributes as calculated by the enterprise system mode. 

 

 

2 Full details of the MAVF methodology are provided through the Risk Assessment and Modeling Phase (RAMP) Report RAMP Report, pp. 3-3 to 

3-15 and General Rate Case (GRC) workpapers in response to Energy Division GRC-2023-PhI_DR_ED_001_Q01Supp01. 
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patrols, customer outreach, electric distribution operations of de-energization, recovery, and restoration, mutual 

assistance, customer resource centers, in-event vegetation management, and others (hydro support, etc.).  

𝑾𝑭 𝑭𝒊𝒏𝒂𝒏𝒄𝒊𝒂𝒍 𝑪𝒐𝒔𝒕 (𝑷𝒓𝒐𝒋𝒆𝒄𝒕𝒆𝒅) =
𝑪𝒐𝒔𝒕 𝒐𝒇 𝑬𝒙𝒆𝒄𝒖𝒕𝒊𝒐𝒏

𝑵𝒖𝒎𝒃𝒆𝒓 𝒐𝒇 𝑪𝒊𝒓𝒄𝒖𝒊𝒕𝒔 𝒊𝒏 𝑷𝑺𝑷𝑺 𝑬𝒗𝒆𝒏𝒕
+ ((𝑵𝒖𝒎𝒃𝒆𝒓 𝒐𝒇 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓𝒔) ∗ (𝑷𝒓𝒐𝒋𝒆𝒄𝒕𝒆𝒅 𝑪𝒐𝒔𝒕/𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 ))

 Equation 3 

This natural unit consequence value is the input for the MAVF risk score calculation function for PSPS Potential 

Financial Risk. 

2.2 PSPS Consequence Risk 
The following section goes into detail on the process to estimate risk scores for events at the customer, isolation 

zone, circuit, and substation level.  This analysis enables the ability to rank and prioritize circuits. 

To estimate PSPS risk for a specific customer, the enterprise risk score (defined in Section 2.1) was distributed 

amongst the customers forecasted using the 12-year lookback.  The 4-year lookback risk score was used in 

substitute of the 12-year lookback as it was considered more representative of risk moving forward.  As can be 

seen in Figure 6, the PSPS impact between 2017-2021 (~880,000,000 CMIN) is roughly 15x greater than the 

average outage duration between 2010-2016 (~60,000,000CMIN).  The team concluded that using the most recent 

4-year lookback was most representative of risk moving forward given the existing climate and vegetation 

scenarios.  And in-order to not exclude customers that have PSPS risk, the 4-year lookback risk score was 

distributed amongst the customer-events identified in the 12-year lookback.  This distribution is described in 

section 2.2.1. 

Figure 6: 2010-2021 PSPS Total Outage Duration 

 

 This overall process in estimating customer risk scores included:  

1) Calculating the overall PSPS Risk Score based on the 4-year lookback as defined in section 1.3. 

2) Allocating the overall PSPS risk score from Step 1 to each customer events based on the total customer 

minute interrupted using the 12-year lookback 

3) Applying the customer weighting to get the adjusted PSPS Risk Score 

4) Differentiating Tx-only, Dx-only and Tx/Dx-only risk score 

5) Rolling up customer events risk score to the defined level of granularity (SPID, Circuit, Isolation Zone-level) 

Please note, PSPS is a program that is wildfire mitigation and the risks represented in  

Table 2 only represents the consequence of PSPS and does not show the benefits of wildfire mitigation in this view.   

2.2.1 Customer Event Risk Score and Distribution 
The overall PSPS Enterprise risk score is distributed to the customers forecasted in the twelve-year lookback.  Since 

customer outage duration is the primary driver of risk, this datapoint was used to distribute the overall MAVF risk 
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score to each customer-event using Equation 5.  This calculation is then completed for each SPID-Event to allocate 

risk between Dx-only, Tx-only, and Dx/Tx risk. 

 

𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑬𝒗𝒆𝒏𝒕 𝑹𝒊𝒔𝒌 𝑺𝒄𝒐𝒓𝒆 =
𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏

𝜮 𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏
∗ 𝑨𝒏𝒏𝒖𝒂𝒍𝒊𝒛𝒆𝒅 𝑹𝒊𝒔𝒌  

Equation 4 

 

The overall annualized risk the enterprise risk score of 2,170.  The total duration is weather duration plus pre-

weather switching and restoration time as described in Equation 5.  The current assumptions used for pre-weather 

switching & restoration times are 1 hour and 10 hours per customer per event, respectively.  

 

𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏 = 𝑾𝒆𝒂𝒕𝒉𝒆𝒓 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏 + 𝑷𝒓𝒆𝑾𝒆𝒂𝒕𝒉𝒆𝒓 𝑺𝒘𝒊𝒕𝒄𝒉𝒊𝒏𝒈 𝑻𝒊𝒎𝒆 + 𝑹𝒆𝒔𝒕𝒐𝒓𝒂𝒕𝒊𝒐𝒏 𝑻𝒊𝒎𝒆 

Equation 5 

 

By calculating risk at the most granular level of data and having each customer-event mapped to a specific system 

component, enables the aggregation and roll-up of to the desired granularity of choice.  

 

Critical Customer Weighting and Customer Event Risk Score 

Equation 4 is how the customer risk score is calculated that does not account for critical weighting.  Critical 

customer weighting is a means to prioritize critical and at-risk customers that could be impacted more by a PSPS 

Event.  Each customer is assigned a weighting based on customer type that is documented through customer care 

and billing data.   To estimate a weighted customer risk score, these weighting are applied to Equation 4 as seen in 

Equation 6.  As can be seen comparing these two equations, the difference is the % customer-event risk is adjusted 

based on the weighting factor at the event level and re-calculating the overall customer weighted duration in-

order to redistribute the risk.  The weighting values are more thoroughly explained in section 0.  

  

𝑨𝒅𝒋𝒖𝒔𝒕𝒆𝒅 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑬𝒗𝒆𝒏𝒕 𝑹𝒊𝒔𝒌 𝑺𝒄𝒐𝒓𝒆:
𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏 ∗ 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑾𝒆𝒊𝒈𝒉𝒕𝒊𝒏𝒈

𝜮 𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏 ∗ 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑾𝒆𝒊𝒈𝒉𝒕𝒊𝒏𝒈
∗ 𝑨𝒏𝒏𝒖𝒂𝒍𝒊𝒛𝒆𝒅 𝑹𝒊𝒔𝒌 

Equation 6 

 

2.2.2 Tx-only, Dx-only and Tx/Dx-only Risk Score 
The 2021 PSPS Historical Lookback provides the types of event the customer experience, such as Distribution-only, 

Transmission-only and both Distribution & Transmission events. This data is available at the customer-event level. 

The risk scores for the customers are categorized based on the types of events and this quantification will inform 

the effectiveness of a mitigation strategy. 

When a customer experiences Tx or Dx-only event, 100% of the risk score goes to the event category (Tx or Dx-

only). However, when a customer experiences both Tx and Dx events, the risk score is allocated 50-50 to 

Transmission and Distribution. The event's risks are driven by Transmission impacts and Distribution impacts, 

hence the 50-50 risk scoring. 
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2.2.3 Aggregated Risk Score 
From this point, the adjusted risk scores can be aggregated and disaggregated at a few different levels, to satisfy 

the needs of different situations. For example, SPID-level Risk Scores can be used to target mitigations for specific 

customers while Substation-level Risk Scores can be utilized to prioritize work on substations.  Figure 7 is an 

example of aggregation of risk scores to substations with an overlay of risk/customer at those substations.  Within 

each substation risk, foundry can also aggregate the make-up of events that contribute to the overall risk score. 

Figure 7:  Highest Substation Ranked Circuits with Event Type 

 

Below are the varying levels of risk scores available: 

• SPID-level Risk Score 

• Isolation Zone-level Risk Score 

• Circuit-level Risk Score 

• Substation-level Risk Score 

Customer Type and Weighting  
Customer types used in the Model are defined as Extreme, Significant, Elevated and Regular Customer with the 

weightings of 100, 5, 2, and 1 respectively. While these weightings were carefully vetted by the Customer Care and 

internal subject matter experts, there are many perspectives on integrating customer criticality, which includes 

more granular weightings per customer type.  This weighting was also used in the incremental undergrounding 

prioritization effort that was presented to the Wildfire Steering Governance Committee in 11/2021.  For the time 

being, the customer weightings were kept at high level buckets and will continue to be refined based on 

stakeholder feedback.  

The objective of setting a customer type system is to weigh customers that will be impacted more than others 

higher in the PSPS Consequence Model, recognizing and prioritizing those customers/circuits. Customers classified 

as Extreme are customers with a higher priority such as CC1, who provides emergency services such as fire & police 

stations, emergency hospitals.  
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Table 3: Customer Classification 

Customer Type Customer Weighting Customer Category 

Extreme 100 CC1 

Significant 5 Life Support, Medical Baseline & Low Income,  
Life Support & Low Income 

Elevated 2 CC2, CC3, CE1, CE2, CE3, EE, PR1, SC1, SC2, 
SC3, SE1, SE2, SE3, TE1, TE2, TT1, TT2, Medical 
Baseline, Self-Identified Vulnerable, Self-
Identified Disabled, Low-Income 

Regular Customer 1 Regular Customer 

 

For each customer identified in the PSPS lookback, they are assigned the critical weighting score based on 

information from the customer care a billing database and are applied as described in section 2.2.1.  Overview of 

the weighted vs unweighted risk score results can be found in Appendix 7.2. 

Weighting Impact on Risk Score 

The critical customer weighting does not change the overall risk score, but prioritizes customers identified in 

the 12-year lookback based on customer classification.  Figure 8 represents the distribution of critical-

customer events.  Roughly all customer-events forecasted in the 12-year lookback impacted critical- 

customers.  When the weighting methodology described in Equation 6 was applied, the overall critical-

customer risk score increased from 28% of the overall risk to 54%.  Similarly, customers classified as “regular” 

customers overall risk reduced from 72% to 46% as described in Figure 9.   

Figure 8:  12-Year Lookback Critical Customer Count 
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Figure 9:  Critical Customer Weighting Risk Change 

          

Figure 10 double clicks into how the weighting system impacted the risk score based on customer 

classification.  This weighting system on averaged resulted in the critical-customer risk score doubled and 

regular-customer risk score dropped in half.  Looking deeper into the type of critical customers, Extreme 

customers (i.e. CC1) risk increased on average by 70x. 

Figure 10:  Critical Customer Risk Multiplier 
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3.2 Isolation Zone Mapping 
The 12-year PSPS lookback is joined with the consolidated PSPS dataset to join the isolation level zones to the 

lookback.  This is so that the customer risk can be mapped and aggregated to the isolation zone-level and mapped 

to the circuit-segment, circuit, and substation level. 

3.3 Assigning Critical Customer Weighting 
Once the lookback is joined with the isolation level zones each SPID is mapped to a customer classification in-order 

to assign a weighting to adjust the risk score for that customer. Many of the customer classifications were already 

identified through the Customer Care and Billing database (i.e. CC1, CC2, TE1 etc .) and could immediately be 

mapped to the desired weighting as described in Table 3.  However, additional steps were required to assign 

customer weightings to 1) low-income customers and 2) medical baseline and life support customers who were 

also low-income.  Low-income customers are defined as “FERA” or “Care” in the CC&B database, where these 

identifiers needed to be mapped to a “low-income” tag in the PSPS consequence model.  Additionally, low-income 

combined with medical baseline or life support is not an identifier in the CC&B database.  Since these types of 

customers are weighted as “significant” (weighting 5), customers who are both low-income and are medically 

susceptible needed to be mapped as a “significant” customer with a customer weighting of 5. 

 

Figure 12: Critical Customer Assignment in Foundry 

 

3.4 Risk Scenario: Potentially Impacted Customers 
While the PSPS Lookback is a good representation of customers impacted based on prior weather events, PG&E 

sees a gap in customers in HFTD and HFRA that do not show up in the PSPS lookback.  In order to capture this, 

PG&E identified the customers that are within HFTD and HFRA and its relationship to the system configuration and 

identified an additional 641K customers that could be impacted in light of a PSPS event.  Because these customers 

did not show up in the 12-year lookback, to normalize against the existing customers that do show in the PSPS 

lookback, PG&E assigns these customers as a customer that may experience an event the following year, or more 

simply 1 event in 13 years.  Note, this is not to say that PG&E expects all additional 641K customers to experience a 

PSPS event at the same time, but just the to include these customer likelihood to see an event itself.  Additionally, 

while calibrating the PSPS enterprise MAVF scoring, the overall MAVF risk score itself does not go up, but each 

customer’s allocation of the risk changes due to the inclusion of the potentially impacted customers.  Another way 

to state this is that existing customers in the PSPS lookback will see a smaller contribution to the overall enterprise 

PSPS MAVF risk score, while customers that previously had 0 risk has a contribution to the overall enterprise PSPS 

MAVF risk score. 
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3.5 Total Duration of Outage 
The duration of outage assigned in the 12-year lookback is the duration of the weather event.  The risk associated 

with the PSPS outage is the total duration that includes pre-weather switching time (1hr) + the time to restore 

power (10hr) as described in section 2.2.1.   

The Foundry tool continues to calculate the customer level risk score using the formula below. 

𝑨𝒅𝒋𝒖𝒔𝒕𝒆𝒅 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑬𝒗𝒆𝒏𝒕 𝑹𝒊𝒔𝒌 𝑺𝒄𝒐𝒓𝒆:
𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏 ∗ 𝑪𝒖𝒔𝒕𝒐𝒎𝒆𝒓 𝑾𝒆𝒊𝒈𝒉𝒕𝒊𝒏𝒈

𝜮 𝑻𝒐𝒕𝒂𝒍 𝑫𝒖𝒓𝒂𝒕𝒊𝒐𝒏
∗ 𝑼𝒏𝒂𝒅𝒋. 𝑰𝒔𝒐𝒍𝒂𝒕𝒊𝒐𝒏 𝒁𝒐𝒏𝒆 𝑺𝒄𝒐𝒓𝒆 

Equation 7 

3.6 Tx-only, Dx-only and Tx/Dx-only Risk Score 
As described in section 2.2.2, 12-year PSPS Historical Lookback provides the types of event the customer 

experience, such as Distribution-only, Transmission-only and both Distribution & Transmission events. This data is 

available at the customer-event level.  The risk scores for the customers are categorized based on the types of 

events and this quantification will inform the effectiveness of a mitigation strategy.   

This is achieved in Foundry by assigning a customer risk-event to appropriate event category.  For example, if the 

customer-event is identified as a transmission only event, the event is defined as the overall risk, else there are no 

transmission risk on that customer for that specific event (described in Figure 13. 

Figure 13:  Expression allocating Risk to Tx-Only Event 

 

 Furthermore, when a customer experiences both Tx and Dx events, the risk score is allocated 50-50 to 

Transmission and Distribution. The event's risks are driven by Transmission impacts and Distribution impacts, 

hence the 50-50 risk scoring. 

 

 

Figure 14: Expression allocating Risk to Tx/Dx Event 
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Following include tables aggregated to different granularity to evaluate risk.  Each one of these tables risk score 

will adjust based on the modifiable parameters shown in Figure 16. 

Figure 17:  Annualized PSPS Risk Score and Statistics 

 

Figure 18: Annualized Outage Duration by Event/Year 

 

Figure 19: Yearly PSPS Risk Score 

 

Figure 20:  Event Level Risk Score 
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Figure 21:  Substation Level Risk Score 
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Figure 22:  Circuit Level Risk Score 

 

Figure 23:  Circuit Segment Level Risk Score 
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5 Future Improvements and Model Adjustments 
Inclusion of Transmission Line Ranking. With the inclusion of Power Flow analysis in the future PSPS Lookback, 

substation to transmission line mapping will be available. This will enable the calculation of transmission line risks 

& ranking.   

Critical Customer Weighting.  The critical weightings defined through the 2023 incremental undergrounding 

process will continue to go through revisions and updates based on new information and feedback from 

stakeholders. 

Critical Customer Weighting Scoring Approach.  The model adjusts risk to prioritize for critical customers based on 

an established weighting criterion.  These risk adjustments are being prioritized by customer type and currently 

locations are not accounted for in the distribution model. Consideration is being given to adjusting the 

methodology to prioritize based on customer location in addition to customer-type. 

Risk Adjustments based on Frequency of PSPS vs outage duration.  Reliability risk is calculated based on the 

duration of an outage.  Recently there has been focus on customer who have been impacted by PSPS multiple 

times vs the total duration of the outage.  Consideration is being given to modifying our risk scoring approach to 

account for 1) frequency instead of outage duration or possibly 2) include both frequency and outage duration to 

estimate reliability risk. 

6 Version Change Log 

 

Version Description Useage Change Log 

2021 10-year Lookback 
(2010-2019) 
Circuit Level 
Granularity 
2,195 MAVF Risk 
Score 
Excel Based 

High level understanding of 
PSPS vs Wildfire risk 
Input to Incremental 
Undergrounding mile 
selection 

 

2022 12-year Lookback 
(2010-2021) 
Circuit Segment 
Granularity 
2,170 MAVF Risk 
Score 
Foundry Based 

Input to Undergrounding 
program selection 
Customer oriented program 
prioritization 
Input to PSPS mitigation 
plans 

- Incorporated updated 2021 
PSPS Protocol 

- Moved from excel to foundry 
and improved granularity 

- Added Critical Customer 
Weightings 

2023 12-year Lookback 
(2010-2021) 
Circuit Segment 
Granularity 
2,170 MAVF Risk 
Score 
Foundry Based 

Input to PSPS mitigation 
plans 

- Potentially Impacted Customer 
inclusion 
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7 Appendix 

7.1 PSPS Risk Attributes Assumptions 

7.1.1 PSPS Safety Calculation Assumptions 
EF/MCMI Ratio = 0.002175  

Calculated using previous PG&E PSPS events including 2019-2020 events, and other large 

external outage events include 2003 Northeast Blackout in New York City, 2011 Southwest 

Blackout in San Diego, 2012 Derecho Windstorms, 2012 Superstorm Sandy, and 2017 

Hurricane Irma.6 

[Number of Customer Meters Impacted]:[Population Impacted] Ratio = 1 

7.1.2 PSPS Financial Calculation Assumptions 
 

Cost of Execution = $5,927,323.12; Cost per Customer = $65.14 

Based on regression analysis of 2019-2020 PSPS Event data that includes cost per event and # 

customers7 

 

7.1.3 Wildfire Safety Calculation Assumptions 
[Population Impacted]: [Equivalent Fatalities] Ratio = 2000 

 

6 Workpaper is General Rate Case on July 20, 2021. Please see PG&E response to Energy Division GRC-2023-PhI_DR_ED_001-Q01Supp01, 

workpaper EO-WPSPS-6_Safety Impacts from Widespread Unplanned Outage Events .pptx. 

7 Workpaper is General Rate Case on July 20, 2021. Please see PG&E response to Energy Division GRC-2023-PhI_DR_ED_001-Q01Supp01, 

workpaper EO-WPSPS-5_PSPS Event Financial Cost 2019-2020.xlsx. 
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Calculated based on maximum population impacts derived from Technosylva wildfire simulation 

models and a fatality ratio based on National Fire Protection Association (NFPA) data.   

7.1.4 Wildfire Financial Calculation Assumptions 
Cost per Structure = $1,000,000 

Previously evaluated in 2020 RAMP A.20-06-012 report 

7.2 Critical Customer Weighting Results 
The below figures are to highlight the difference in results between weighted and unweighted customer 

scoring. 

8 References and Data Sources 
Data Source 

2021 12-Year Lookback:  Foundational dataset used that enables the quantification of risk at the customer level 

PSPS Risk Score Report:  PSPS Consequence Model Risk Report.  Report allows for filtering and views of risk at 

different granularity.  This report also contains link to the Foundry analysis 

PSPS Risk Score SPID Event:  PSPS Consequence Model Output dataset.  Dataset includes SPID Risk mapped from 

isolation zone to substation, along with other system and customer attributes 

Event 641 PSPS Potentially Impacted Customers):  Dataset that identifies all customers that have potential PSPS 

exposure given their relationship with the HFRA and configuration of the system.   
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